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the DoD-approved suspicious activity }

reporting system

a proven tool for force protection
threat reporting
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supported units to enhance eGuardian knowledge and effective use

Provost Marshal (PM) and Directorate of Emergency Services
(DES)—users are needed to increase eGuardian usage across the force

Antiterrorism/Protection Offices—coordinate with your PM/DES/CID
supporting agency for eGuardian information and requests for access
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Timely, accurate, and detailed threat reporting
is essential to the protection of
Army communities
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https://www.us.army.mil/suite/page/605757




